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Security specialists need specialised skills in cybersecurity and
also a range of other skills which are re-useable in the wider
organisational context.

For professionals outside of the security domain, a
foundational understanding of security principles is necessary,
complementing their role-specific knowledge. They need the skills
for their own specialism and the know-how to apply secure working
practices within their roles. E.g. for risk management, software
engineering, networks, technology infrastructure.
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Cybersecurity strategy and architecture
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SFIA 9 - a framework for cybersecurity skills

Secure software and systems development
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Eybersecurity operations and resilience
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